
 

 

 

MFA Authentication  

DGEM Plan Documents, Government Forms and CATTS CRM 

 

Below are screen shots of the new dialogs that will appear after the existing 

DGEM login page: 

 
DGEM login page:  enter Company Key, User Name and Password and click “Login” 

 

 
 

  Choose a verification code option, email or SMS/Text.  Click Send. 

 

 
 

  



2 

 

Enter a valid code retrieved from your email or SMS/Text and click “Verify”. 

 
 

Select an option on the Device Registration page.  “No” means DGEM will not save a cookie on your 

computer and on MFA will be required each time you login.  “Yes” means a cookie will be saved on your 
computer until it expires (45 days).  The user will not have to use MFA again until the cookie expires or 

the user clears the cookies in their browser. 

 

Click “Continue” to complete the login process.   
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To batch import user’s emails/mobile numbers in DGEM: 

1. Click the “Import/Exports” link in the menu bar at the bottom of the screen (see screen shot below). 

 

2. Click the “Import Recovery MFA Phone/Email” link. The Import Recovery MFA Phone/Email page 

appears. 

 

3. Click on the “Create Template” button to create a prefilled import template with column headers.  

 

4. Edit your user data in the import template in the relevant columns and save the template.  

5. To import, click Choose File, then browse to the Excel file that contains your user data.  

6. Click Import. Your data is uploaded to the system. You may click the provided link to view any import 

errors.  

[NOTE: DGEM users can also edit their recovery phone/email address using the Recovery MFA 

Phone/Email option from the bottom bar of any page in DGEM. For more information refer to “Setting an 

MFA Recovery Phone/Email” in Chapter 1: Using the DGEM System in the DGEM User Guide or Chapter 

1: Getting Started in the 5500 User Guide.] 


